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The Border Gateway Protocol (BGP) is commonly used for TCP and 
UDP services, but it poses challenges in terms of Quality of Service 
(QoS) analysis. Parameters like throughput, packet loss, delay, and 
jitter are crucial for assessing network service quality. This study 
aims to analyze the performance and influence of the BGP routing 
protocol on TCP and UDP services using QoS parameters. The 
research used a GNS3 network simulation to conduct multiple packet 
transmission tests for TCP and UDP protocols, lasting 15, 30, and 
60 seconds; and monitored using Wireshark. For TCP services, the 
average QoS index value is 3.75, categorizing the quality as "Good". 
The tested network topology and routing configuration exhibit reliable 
performance, providing good throughput, low packet loss rates, 
minimal delays, and stable jitter. Similarly, UDP services 
demonstrate “Good” performance with an average QoS index of 
3.75. The BGP routing protocol in the tested network topology 
ensures high-quality service with good delivery speed, low packet 
loss rate, minimal delay, and stable jitter. Overall, the study 
concludes that the BGP routing protocol effectively provides 
satisfactory QoS for TCP and UDP services. This research 
contributes to understanding network performance and optimizing 
routing protocols for improved telecommunications services. The 
findings highlight the significance of routing protocols in facilitating 
efficient data transmission on the Internet, reinforcing the importance 
of QoS analysis for enhancing service quality. 

 
1. Introduction 

The Internet is now an integral part of daily life, serving crucial functions in business, education, entertainment, 
and communication [1]. This extensive internet usage leads to increased traffic, demanding efficient data transmission 
[2]. Routing protocols are essential for connecting internet networks, managing traffic, and ensuring precise data 
transmission [3],[4]. By optimising paths, these prevent congestion and failures [5]. Routing protocols fall into two 
categories: static and dynamic. Static routing involves manual setup, while dynamic routing adapts to changes [6]. 
Dynamic protocols update routing tables as needed, especially valuable in complex networks [7], [8]. Routers 
collaborate to find optimal paths for data transmission [9]. 

Border Gateway Protocol (BGP) is a dynamic routing protocol widely used by ISPs to exchange routing data 
between AS (Autonomous Systems) [10]. Operating at the OSI model's layer 3, BGP efficiently manages routing 
between ASes, guided by routing policies and metrics [11], [12]. Meanwhile, Transmission Control Protocol (TCP) and 
User Datagram Protocol (UDP) are vital transport protocols in computer networks, crucial for application and service 
data transmission. Quality of Service (QoS) parameters like throughput, packet loss, delay, and jitter significantly impact 
TCP and UDP performance [13]. BGP's influence on these parameters necessitates careful configuration of routing 
policies and metrics to align with TCP and UDP service needs  [14], [15], [16]. Ongoing network monitoring and adaptive 
BGP adjustments are essential for optimal network performance, ensuring efficient application and service functionality 
[10], [17]. 

However, despite its fundamental importance, BGP presents a spectrum of challenges that confront network 
professionals in today's networking milieu. The escalating scale and diversity of internet traffic, coupled with the evolving 
requirements for QoS across various applications utilizing TCP and UDP, pose significant hurdles [18]. Ensuring optimal 
QoS for diverse traffic types traversing BGP-managed networks becomes increasingly intricate and vital [19]. 
Contemporary networking environments grapple with multifaceted challenges pertaining to BGP. Amidst the escalating 
volumes of internet traffic, the intricacies of ensuring efficient QoS for TCP and UDP traffic present formidable hurdles 
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[20]. Ensuring optimal QoS for TCP, known for its reliability and congestion control, and UDP, favored for its low-latency 
and simplicity, within the framework of BGP introduces complexities demanding meticulous analysis and strategic 
solutions [21]. 

Previous research has addressed several pertinent issues concerning the BGP. Manzoor et al. [22] compared 
BGP, EIGRP, and OSPF using GNS3. The experiment employed a network of five directly connected routers to evaluate 
packet delay, throughput, and network convergence. Results showed OSPF excelled in packet delay, while EIGRP 
performed better in terms of throughput and convergence. Monita et al. [23] explored multimedia services in SDN 
(Software Defined Networks) utilizing both internal and external routing protocols, including BGP. Their research 
demonstrated that increased background traffic led to diminished throughput due to network congestion, resulting in 
reduced data transfer rates. Another study by Ramadhan et al. [24], delved into QoS assessment by implementing the 
SIP protocol and G.711 codec with BGP routing. Utilizing BGP, this research obtained superior QoS values across 
various bandwidths, outperforming standard-based VoIP networks (ITU-T G.114) in terms of delay, jitter, packet loss, 
and throughput, as determined through simulation tests conducted multiple times for each bandwidth setting. 

Based on previous research, this study seeks to assess how the BGP routing protocol performs in delivering TCP 
and UDP services, focusing on key QoS metrics like throughput (data transfer speed), packet loss, delay, and jitter 
(delivery time variation). The anticipated insights aim to be a valuable resource for networking professionals and internet 
service providers, aiding them in optimizing network performance and enhancing user experiences. By comprehending 
how BGP operates during the transmission of TCP and UDP, engineers gain the ability to make informed adaptations, 
potentially enhancing the overall efficiency and reliability of network infrastructure. This knowledge holds the potential 
to better align the utilization of the BGP routing protocol with the specific requirements of TCP and UDP services across 
varied networking environments. 
 
2. Research Method 

The Researchers designed the Experimental Workflow. The Experimental Workflow involves creating an 
experimental setup involving the selection of the variables to be monitored, the experimental control system, and the 
data collection method. The experiment is designed as shown in Figure 1. 

 

 
Figure 1. Experimental Workflow 

 
The experimental process in Figure 1 includes several stages: initial network topology design using GNS3 

software. GNS3 was chosen for project implementation as it serves as a graphical network emulator, enabling the 
simulation of a virtual network on a local computer. It supports over 20 different manufacturers' network equipment, 
facilitating the creation of diverse network setups. Additionally, GNS3 allows the integration of virtual networks with real 
ones and the inclusion of full computers within the network simulation. Moreover, it offers compatibility with third-party 
applications like Wireshark for in-depth analysis of network packets [25]. IP address configuration for communication, 
and verification of point-to-point connectivity through PING commands. After ensuring connectivity, the dynamic routing 
protocol, specifically BGP, is configured for four AS configurations (AS 1001, AS 2002, AS 3003, and AS 4004). Network 
quality assessment involves sending TCP and UDP service packets using the "bandwidth-test" command on the router, 
with test durations of 15, 30, and 60 seconds, repeated five times each with an interval of 10 seconds to obtain the 
average of each TCP and UDP service. Wireshark captures data transmission during testing, Wireshark can examine 
data packets in real time. It indicates that the Wireshark application can track and point out all data packets that enter 
and exit the interface set by the previous user [26], allowing for the analysis of QoS network metrics such as throughput, 
packet loss, delay, and jitter. 

QoS is a method for measuring and managing network performance to provide better and planned network 
services [27] [28]. QoS can be applied to various routing protocols, including BGP. The application of QoS on BGP 
networks can ensure network services such as throughput, packet loss, delay, and jitter meet the user needs [29]. 
According to the standardization, TIPHON (Telecommunications and Internet Protocol Harmonization Over Networks) 
[30], [31]  has a rating index for QoS parameters as in Table 1.  
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Table 1. Rating Index for QoS 

Indeks Percentage (%) Category 

3,8 – 4 95 – 100 Very Good 

3 – 3,79 75 – 94,5 Good 

2 – 2,99 50 – 74,5 Medium 

1 – 1,99 25 – 49,5 Bad 

 
Table 1's QoS Parameter Index categorizes telecommunications service quality with corresponding percentages 

or value ranges. "Very Good" scores 3.8 - 4 (95 - 100%), "Good" ranges 3 - 3.79 (75 - 94.5%), "Medium" lies at 2 - 2.99 
(50 - 74.5%), and "Bad" scores 1 - 1.99 (25 - 49.5%). This framework aids service evaluation and enhancement based 
on achieved values. Table 2 aligns QoS parameter indexes with the TIPHON (Telecommunications and Internet 
Protocol Harmonization Over Networks) standard. 

 
Table 2. QoS Parameter Index 

Index Throughput Packet loss Delay Jitter 

4 >2,1 Mbps 0 – 2 % <150 ms 0 ms 
3 1200 kbps – 2,1 Mbps 3 – 14 % 150 – 300 ms 0 – 75 ms 
2 700 – 1200 kbps 15 – 24% 300 – 450 ms 75 – 125 ms 
1 338 – 700 kbps >25% >450 ms 125 – 225 ms 
0 0 – 338 kbps - - - 

 
Table 2 presents a comprehensive classification of network quality based on key parameters. Throughput, 

measured in Mbps, reflects data transfer speed, with higher values indicating better quality by assessing successful 
data transmission within a timeframe [32]. Packet loss, expressed as a percentage, signifies lost data packets during 
transmission due to various factors, affecting overall network efficiency and application performance [33]. Delay 
measures latency in data packet transmission, with lower millisecond values indicating superior quality [34], [35]. Jitter 
characterizes data packet arrival time variation, potentially impacting real-time applications like video conferencing and 
VoIP calling [36]. Lower jitter values indicate more consistent data packet arrival times, while high jitter can cause audio 
and video synchronization issues [37]. After finding the network QoS value, then the preparation of a report on the 
results of the test will be prepared by covering the results of network quality and the conclusions obtained. This report 
will become documentation that can be used for evaluation, improvement, and further research. 
 
3. Results and Discussion 

This section shows the results of the proposed experimental process including the topology design used, IP 
address configuration and connectivity test, routing configuration, routing verification, testing, and analysis of test 
results. 

 
3.1 Network Topology Design 

Designing a computer network using the BGP routing protocol requires first designing the network topology with 
GNS3, the application of network topology can provide maximum results if it is in accordance with the conditions of the 
research site [38], The network topology of this system is shown in Figure 2.  

 

 
Figure 2. Network Topology Routing Protocol BGP 
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The topology adopted in this study is a modified version of the framework tested in previous research, which has 
been customised to investigate the performance of the BGP Dynamic Routing Protocol by focusing on QoS parameters. 
Previous research [39] has provided a relevant basis for choosing this topology, but the adaptation was made to meet 
the specific needs of the analysis which includes the evaluation of throughput, delay, packet loss, and jitter in TCP and 
UDP services along with consideration of the availability of required resources and ease of accessibility, resulting in a 
suitable environment to test the performance of BGP with QoS in a situation relevant to the existing network scenario. 

 

3.2 IP Address Configuration and Connectivity Test 
Following topology design, configuring IP addresses for network devices is pivotal. For the ten routers in this 

setup, distinct IP addresses, Router IDs, and AS Numbers are assigned. These variables are vital for routing and data 
exchange among routers. Router ID uniquely identifies each router, while AS Number differentiates within and between 
AS. For instance, Router R1 has IP 192.168.1.1/24, Router ID 1.1.1.1, and AS Number 1001. Likewise, Router R3 has 
IP 192.168.2.2/24, Router ID 3.3.3.3, and AS Number 2002. By allocating unique identifiers to routers, effective 
communication and routing information exchange enables smooth network functionality. The IP address is then set as 
shown in Table 3. Before the connection is tested by running a point-to-point and traceroute ping test to ensure that the 
connection is working properly, Figure 3 shows the ping and traceroute test from router R1 to router R10 eth1. 

 

 
Figure 3. Connectivity Test 

 

Figure 3 shows a successful ping communication between Router R1 to Router R10 eth1. Traceroute also made 
it to router R10 eth1, in Figure 5 it is shown that there are six hops that must be passed to arrive at the destination IP, 
namely 192.168.13.2. Table 3 provides a list of router information, including IP addresses, AS numbers, and Router 
IDs, which aids in configuring and setting up the network correctly. 
 

Table 3. Router Information 

Router Int. Ip Address Router ID AS number 

R1 Eth 1 192.168.1.1/24 1.1.1.1 

1001 
R2 

Eth 1 192.168.1.2/24 

2.2.2.2 Eth 2 192.168.2.1/24 

Eth 3 192.168.3.1/24 

R3 

Eth 1 192.168.2.2/24 

3.3.3.3 

2002 

Eth 2 192.168.4.1/24 

Eth 3 192.168.5.1/24 

R4 

Eth 1 192.168.3.2/24 

4.4.4.4 
Eth 2 192.168.4.2/24 

Eth 3 192.168.6.1/24 

Eth 4 192.168.7.1/24 

R5 

Eth 1 192.168.6.2/24 

5.5.5.5 
Eth 2 192.168.5.2/24 

Eth 3 192.168.8.1/24 

Eth 4 192.168.9.1/24 
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Router Int. Ip Address Router ID AS number 

R6 
Eth 1 192.168.7.2/24 

6.6.6.6 
Eth 2 192.168.8.2/24 

R7 

Eth 1 192.168.9.2/24 

7.7.7.7 

3003 

Eth 2 192.168.10.1/24 

Eth 3 192.168.11.1/24 

R9 
Eth 1 192.168.12.2/24 

9.9.9.9 
Eth 2 192.168.11.2/24 

R8 
Eth 1 192.168.10.2/24 

8.8.8.8 
4004 

Eth 2 192.168.12.1/24 
Eth 3 192.168.13.1/24 

R10 Eth 1 192.168.13.2/24 10.10.10.10 

 
3.3 Routing Configuration and Routing Verification 

The next step is to configure BGP routing to enable the exchange of routing information between routers in the 
network. Furthermore, the routing settings need to be validated by reviewing the routing table on each router involved. 
The routing table provides a clear picture of the routes chosen for different destination networks. By performing these 
routing checks, the network can quickly identify any discrepancies and ensure accurate implementation of BGP routing 
for optimal network performance. The results of routing validation by reviewing the routing table are shown in Figure 4. 

 

 
Figure 4. Routing Table 

 
Figure 4 shows an example of a network list that can be accessed by router R1. The status referred to in Figure 

5, namely 'A' is "Active" indicating the status of the routing table is active, 'D' is "Dynamic" indicating the routing is made 
dynamically, 'b' is "BGP" indicating the routing protocol used is the routing protocol BGP, 'C' is "Connect" which indicates 
the status of the routing table connected to the intended interface or address. 

 
3.4 Testing TCP and UDP 

After successfully verifying routing, the next step is to carry out a test scenario for sending TCP and UDP packets 
from R1 to R10. The testing and data collection process is carried out by sending TCP packets first from Router R1 to 
Router R10 using the "Bandwitdh-Test" tool on the router and using Wireshark software to capture data flow, testing 
was carried out for 3 sessions, each session was carried out 5 times to get an average, the time per each session was 
15, 30, and 60 seconds. after testing by sending TCP packets, continued with UDP testing by doing the same thing as 
TCP. each TCP and UDP test will be monitored by wireshark software. BGP dynamic routing testing of TCP and UDP 
services to obtain QoS parameter information such as throughput, packet loss, delay, and jitter. The test results for the 
BGP routing protocol Throughput (kbps) parameter for TCP and UDP service is in Figure 5. 

 

https://kinetik.umm.ac.id/index.php/kinetik/article/view/1852


Kinetik: Game Technology, Information System, Computer Network, Computing, Electronics, and Control 
 

© 2024 The Authors. Published by Universitas Muhammadiyah Malang 
This is an open access article under the CC BY NC SA license (https://creativecommons.org/licenses/by-nc-sa/4.0/) 

 

 

 

                    

 

50 

  
(a) (b) 

Figure 5. (a) TCP Throughput Graphics and (b) UDP Throughput Graphics 
 

Figure 5 (a) presents BGP routing protocol throughput (kbps) outcomes for TCP services, with average 
throughputs of 1624.80 kbps (15s), 1848.01 kbps (30s), and 1962.18 kbps (60s). Similarly, to Figure 5 (b), UDP services' 
average throughputs were 1678.88 kbps (15s), 1787.55 kbps (30s), and 1914.10 kbps (60s). The graph increases with 
measurement time, although the difference in average throughput at 15, 30, and 60 seconds is not highly significant. 
The throughput values also exhibit consistency, with a narrow range at each time interval. Furthermore, the results of 
packet loss measurements are shown in Figure 6. 

 

  
(a) (b) 

Figure 6. (a) TCP Packet Loss and (b) UDP Packet Loss Graphics 
 

Figure 6 (a) shows minimal packet loss with the BGP routing protocol in TCP services, averaging 0.19%, 0.05%, 
and 0.03% over 15, 30, and 60 seconds, respectively. In Figure 6 (b), the BGP routing protocol exhibits zero packet 
loss in UDP services throughout the tests, consistently recording 0% loss. Wireshark analysis confirms this, highlighting 
BGP's reliability. Furthermore, the results of testing the BGP routing protocol delay parameters for TCP and UDP 
services are listed in Figure 7. 

 

  
(a) (b) 

Figure 7. (a) TCP Delay and (b) UDP Delay Graphics 
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Figure 7 (a) displays the delay (ms) measurements for TCP services with the BGP routing protocol, revealing 
average delays of 0.005 ms, 0.005 ms, and 0.004 ms over 15, 30, and 60 seconds, respectively. For UDP services 
utilizing the BGP routing protocol in Figure 7 (b), the average delays during the same durations are impressively low, 
measuring at 0.007 ms, 0.006 ms, and 0.006 ms. Figure 8 shows a graph of the average delay in BGP routing protocol 
measurements for TCP and UDP services. Figure 7 (a) shows a minor variation in average delay across different time 
scenarios using the BGP routing protocol for TCP services, indicating its efficient performance with low delay. A smaller 
delay ensures faster response times and data transmission, ensuring network efficiency and quality of service. Figure 
7 (b) reveals a consistent trend of low average delay with longer measurement times for UDP services, demonstrating 
the BGP routing protocol's reliability and efficiency in facilitating high-speed UDP packet transmission within the network 
topology. Furthermore, the results of Jitter measurements are shown in Figure 8. 

 

  
(a) (b) 

Figure 8. (a) TCP Jitter, (b) TCP Jitter Graphics 
 

Figure 8 presents jitter measurements (in ms) for both TCP and UDP services utilizing the BGP routing protocol. 
Jitter results vary across different time intervals. For TCP in Figure 8 (a), the average jitter is 1.4E-05 ms at 15 seconds, 
1.4E-05 ms at 30 seconds, and 1.4E-05 ms at 60 seconds. Meanwhile, UDP in Figure 8 (b) exhibits an average jitter of 
8.1E-08 ms at 15 seconds, 5.2E-06 ms at 30 seconds, and 1.9E-06 ms at 60 seconds. Figure 8 (a) displays a jitter 
graph indicating relatively minor fluctuations during measurement, signifying consistent TCP service packet delivery via 
the BGP routing protocol. These small fluctuations indicate robust network stability with low variation in packet delivery 
time. Meanwhile, Figure 8 (b) shows that the 60-second measurement exhibits a milder slope compared to the 15 and 
30-second measurements, suggesting increased stability with longer durations. Shorter measurement times display 
more significant jitter variations. This graph provides a visual representation of BGP protocol route jitter characteristics 
for UDP packet services across different timeframes. 

The next stage is the average yield of each parameter adjusted to the QoS rating index. Table 8 shows the 
average QoS index values for TCP services. 

 
Table 4. The Average Value of the TCP Service QoS Index 

Parameter 
TCP UDP 

15 Second 30 Second 60 Second 15 Second 30 Second 60 Second 

Throughput (kbps) 1624.80 1848.01 1962.18 1678.88 1787.55 1914.10 
Index 3 3 3 3 3 3 

Packet loss (%) 0.19 0.05 0.03 0 0 0 
index 4 4 4 4 4 4 

Delay (ms) 0.005 0.005 0.004 0.007 0.006 0.006 
index 4 4 4 4 4 4 

Jitter (ms) 9.1E-06 4.3E-07 1.5E-06 1.8E-07 5.2E-06 1.9E-06 
index 4 4 4 4 4 4 

Index averages 3.75 3.75 3.75 3.75 3.75 3.75 

 
Table 8 represents the quality of service (QoS) measurement results for the TCP and UDP protocols during 

different time intervals of 15 seconds, 30 seconds, and 60 seconds. The results show excellent quality of service, with 
high throughput, low packet loss rate, minimal delay, and stable jitter, for both protocols. Although there were 
fluctuations in some parameters, such as throughput and delay, the values remained within an excellent range. The 

https://kinetik.umm.ac.id/index.php/kinetik/article/view/1852


Kinetik: Game Technology, Information System, Computer Network, Computing, Electronics, and Control 
 

© 2024 The Authors. Published by Universitas Muhammadiyah Malang 
This is an open access article under the CC BY NC SA license (https://creativecommons.org/licenses/by-nc-sa/4.0/) 

 

 

 

                    

 

52 

stable average index of 3.75 illustrates the consistency of the quality of service throughout the test, indicating that the 
network can transfer data efficiently and reliably under various situations and different time intervals. 

The results of BGP performance analysis on TCP and UDP services for each of the throughput, packet loss, 
delay, and jitter parameters, graphically viewed are shown in Figures 9 (a), (b), (c), and (d). 

 

 
(a) 

 
(b) 

 
(c) 

 
(d) 

Figure 9. TCP and UDP Graphics, (a) Throughput TCP and UDP Graphics, (b) Packet loss TCP and UDP Graphics, 
(c) Delay TCP and UDP Graphics, (d) Jitter TCP and UDP Graphics 

 

The graphical image in Figure 9 shows comparison of performance parameters between TCP and UDP in the 
use of BGP routing at three different measurement sessions (15 seconds, 30 seconds, and 60 seconds), Figure 9 (a) 
shows that for throughput parameters both TCP and UDP show an increase in throughput over time, with TCP starting 
from the 15 second session having an average value of 1624.80 kbps, the 30 second session having an average value 
of 1848. 01 to 60 seconds session having an average value of 1962.18 kbps, and UDP from 15 seconds session having 
an average value of 1678.88 kbps, 30 seconds session having an average value of 1787.55 to 60 seconds session 
having an average value of 1914.10 kbps. both TCP and UDP services on BGP routing show index value 3 according 
to TIPHON standardisation, indicating comparable performance in terms of throughput. Although both have increased, 
TCP throughput at 60 seconds is slightly higher than that of UDP. 

As for the Packet loss parameter in Figure 9 (b), the TCP service decreases as the time session increases. 
Measurement of TCP services on BGP routing when the time session is 15 seconds having an average value of 0.19%, 
when the time session increases to 30 seconds it decreases with an average of 0.05% and decreases again when the 
time session increases to 60 seconds with an average of 0.03%. In contrast to TCP, UDP services remain stable at 0% 
throughout the measurement time session. TCP and UDP services on BGP routing show an index value of 4 according 
to TIPHON standardisation, indicating a very low packet loss rate. 

Then the delay parameter in Figure 9 (c), TCP and UDP services show a low and stable delay, with TCP in the 
15-second and 30-second sessions having an average value of 0.005 ms, and the 60-second session having an 
average value of 0.004 ms. For UDP services, the 15-second session having an average of 0.007 ms, and for 30-
second and 60-second sessions having an average value of 0.006 ms. Both TCP and UDP services have an index 
value of 4 according to TIPHON standardisation, showing consistency in low delay times. 

Jitter conditions in Figure 9 (d) on TCP and UDP services against the BGP routing protocol show low jitter with 
small value fluctuations throughout the measurement time. Jitter measurements on TCP services during the 15 second 
session showed an average of 9.1E-06 ms, when the 30 second session showed an average of 4.3E-07 ms, when the 
60 second session showed an average of 1. 5E-06 ms, while the jitter measurements on the UDP service during the 15 
second session showed an average of 1.8E-07 ms, during the 30 second session showed an average of 5.2E-06 ms, 
during the 60 second session showed an average of 1.9E-06 ms. Both TCP and UDP services against the BGP routing 
protocol show an index of 4, which indicates that both TCP and UDP show low jitter values, although there are small 
fluctuations over time. 

https://creativecommons.org/licenses/by-nc-sa/4.0/


Kinetik: Game Technology, Information System, Computer Network, Computing, Electronics, and Control 
 
 

Cite: N. Miswar, Herman, and I. Riadi, “Performance Analysis of BGP Dynamic Routing Protocol using QOS for TCP and UDP Services”, KINETIK, 
vol. 9, no. 1, Feb. 2024. Retrieved from https://kinetik.umm.ac.id/index.php/kinetik/article/view/1852 
 
 

 
 
 

 
 

  

  
 

53 

With a constant index value of 3.75 for both TCP and UDP services, it can be concluded that TCP and UDP 
services have comparable performance overall under the influence of BGP routing according to TIPHON 
standardisation with a category of "Good". Although there are minor differences in some parameters, in general they 
both exhibit stability, good throughput, and low packet loss rates, making them reliable services in the use of BGP 
routing. 

Based on the results of this study which has a method approach and data processing techniques used in the 
research of E.P Saputra et al [40], it can be compared that the research on the topic of QoS analysis of Wireless Internet 
Network Performance has the same four QoS parameters tested, namely Throughput, packet loss, and delay, the 
average QoS index value is 2. 9 which means that the Quality of Service from the test is in the "medium" category 
based on TIPHON standardisation, while in this study using the same four parameters, the average QoS index value is 
3.75 for TCP and UDP services on dynamic routing BGP, which means that the Quality of Service from the test is in the 
"Good" category. Furthermore, in the research of A. C. Nurcahyo et al [41], using the same four QoS parameters with 
the topic of bandwidth management, the average QoS index value is 3.75 which is categorised as "Good" based on 
TIPHON standards, another study [42] which discusses the comparison of the performance of interior gateway protocol 
routing on virtual private networks with the same QoS parameters, obtains an average index of 3.25 which means it 
has a good index value according to TIPHON standards. 

 
4. Conclusion 

Based on the measurement results, network performance for the TCP and UDP protocols both in terms of 
throughput, packet loss, delay, and jitter are good and stable. The quality of TCP service on the BGP routing protocol 
is categorized as "Good" according to the TIPHON standards with an average QoS index of 3.75. Likewise, UDP 
services perform very well by TIPHON standards with an average QoS index of 3.75, indicating a high level of quality 
of service. This shows that the policy configuration and routing metrics implemented in the BGP experiment were 
effective. Continuous monitoring and adjustments are made to ensure optimal network performance and efficient 
functioning of applications and services. This study aims to deepen the understanding of how BGP affects the quality 
of TCP and UDP services in terms of data transfer rates, packet loss rates, delays, and variations in data transmission 
time. Further studies can be conducted to analyze the effect of other factors, such as network topology and network 
capacity, on network performance and service quality. Research can also be expanded into more complex network 
environments with more realistic scenarios and implementation of network optimization and solutions in real-world 
implementations.  

As per TIPHON standards with an average QoS index of 3.75, highlight the importance of effective routing 
configuration policies and metrics. The implications go beyond these test results, including the need for continuous 
monitoring and adaptation to maintain optimal performance, as well as emphasising the importance of standards as 
guidelines for quality-of-service evaluation in complex network environments. In addition, these results underscore the 
room for further research involving additional factors such as network topology, capacity, and optimisation solutions in 
the context of real-world implementations. This indicates that while BGP provides impressive results, further research 
is needed to deepen the information on how computer networks can be optimised under increasingly complex 
conditions. 
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