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The oxygen saturation sensor data acquisition system is implemented on the 
Android platform used to obtain sensor data from IoT devices that provide 
oxygen saturation data. We can use the Bluetooth Low Energy (BLE) protocol 
to acquire sensor data from IoT devices. This data acquisition aimed to process 
further data, which data will later send to the server. Bluetooth Low Energy 
(BLE) has an architecture consisting of sensors, gateways, and data centers. 
However, this architecture has weaknesses such as failure to send data to the 
data center because it is not connected to the internet network and data 
redundancy. The proposed solution to solve this problem is to create a system 
that can acquire sensor data using the Bluetooth Low Energy (BLE) protocol 
using a store and forward mechanism and checking data redundancy. The 
proposed system will be implemented using sensors from IoT devices, the 
gateway used is Android devices, and using the Bluetooth Low Energy protocol 
to acquire data from sensors. Then the system will send the data to the cloud 
or server. The test results give the results of the system is successfully 
implemented, and Android can connect IoT devices to the gateway with a 
maximum distance of 10 meters. Then, when the system stores, there is an 
increase in data of 4 kb for every minute. After that, there is no data redundancy 
in the system. 

 
1. Introduction 

With the development of the times, there have been many emerging technologies based on the Internet of Things 
(IoT). IoT is a physical object that allows for communication between objects to share information [1]. With the 
information obtained from sensors installed in IoT devices, IoT has several components, including identification, 
sensing, communication, computation, services, and semantics [1]. This research will focus more on the communication 
component, namely the use of data communication protocols. 

Examples of the application of IoT can be found in various fields such as agriculture, smart city, smart home, and 
healthcare [1]. In IoT healthcare, one of the studies that have involved IoT healthcare is the application of monitoring 
systems, such as in Massimilino Donati's research [2] and analysis from Iuliu Alexandru Pap [3].  In this study, the 
sensors used were body temperature, blood pressure, and oxygen saturation sensors. Monitoring is an activity to collect 
data as a decision-maker [4]. Apart from being used for monitoring systems, IoT healthcare can also be used for hospital 
purposes, as in the research conducted by Aditi S. Patade [5]. 

IoT Healthcare used for the monitoring system helps monitor the patient's condition based on IoT devices [6]. 
When creating a system for patient monitoring, the system requires data obtained from IoT devices that produce data    
[7]. The process to get data from the IoT device is called data acquisition [3]. It is feasible to obtain sensor data and 
process it as needed [8]. Retrieval of data acquired in IoT Healthcare can be in real-time time series based on the 
system's needs [9]. Data retrieval in real-time time-series means that data will retrieve data directly with the actual time 
and with a predetermined time, such as data taken every one second [9]. The data that has been collected can also be 
sent to the cloud or server as an online data storage area [2]. 

One of the motivations of this research is the use of IoT devices in the health sector, which is applied to obtain 
one of the data from health parameters to measure patients infected with the COVID-19 virus. The COVID-19 virus is 
a respiratory disease caused by the respiratory syndrome coronavirus-2 (SARS-CoV-2), which attacks the respiratory 
system, causing sufferers to experience fever, cough, headache, and shortness of breath [10]. Patients with COVID-19 
have abnormal health parameter values, such as body temperature, heart rate, respiration, and oxygen saturation [11].  

The reason for choosing oxygen saturation data which is the focus of the research is also because of the 
motivation in this research. Oxygen saturation data is needed in determining whether or not a patient is infected with 
the COVID-19 virus. Not only with the required oxygen saturation data, but pulse rate also has a relationship with oxygen 
saturation as a determinant of patient status. Oxygen saturation and pulse rate data can be obtained from one IoT 
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device which is also why the authors choose oxygen saturation data as the focus of the research. In this research, the 
IoT device used is Jumper JPD500G Pulse Oximeter.  

IoT Healthcare that is used to acquire sensor data from IoT devices will require a media or data communication 
protocol and a gateway as a device for data acquisition [12]. One of the media that can be used is a cable connected 
from the IoT device to the gateway [3]. Then the use of ZigBee can also be used for data acquisition [13]. In addition, 
the Bluetooth Low Energy (BLE) protocol can also be used as a data acquisition communication protocol [2]. The 
Bluetooth Low Energy (BLE) protocol is suitable for monitoring systems because it is designed by considering the 
characteristics of low resource usage and small coverage area compared to other communication protocols [14].  

Several researchers have carried out several studies related to utilizing IoT in sensor data acquisition. The 
research entitled "IoT-Based eHealth Data Acquisition System" by Iuliu Alexandru Pap explains the data acquisition 
system with sensors used is sensors obtained from IoT devices. The gateway used for data acquisition is the Raspberry 
Pi 3, and the data will be sent to the server with WebSocket in real-time [3]. Then in his research Massimiliano Donati 
entitled "A Telemedicine Service Platform Exploiting BT/BLE Wearable Sensors for Remote Monitoring of Chronic 
Patients". This study describes the acquisition of a system with data sources from IoT devices, and the gateway used 
is an android device [2]. Then also explained the use of Bluetooth as a communication protocol. Then the research 
conducted by Li Min with the title "Design of Multi-network Data Acquisition System Based on Cloud Platform" explains 
that data acquisition systems can be made possible by using several different types of networks, namely Bluetooth, 
Zigbee, and RF which then the data is sent to cloud or server [13]. 

Some of these studies show that BLE as a communication protocol in the monitoring system has an architecture 
consisting of sensors as data sources, gateways, and servers. However, the BLE infrastructure used in the study has 
weaknesses when sending data to the server or cloud. Suppose data is sent to a server or cloud that involves an internet 
connection. In that case, it will result in several obstacles, namely an internet connection that suddenly disconnects, so 
that data cannot be sent to the server [15]. And the data can also experience data redundancy or the presence of the 
same data as the data that has just been sent [16]. 

Handling the weakness of sending data to the server can be solved by doing store and forward [15]. When 
sending data to the server fails, the system will save the data to local storage, which can be called a store. Then when 
the internet connection is normal, the system will send the data to a server named forward. For data redundancy 
problems, the system can do it by checking the data on the server. If the data sent is on the server, the system will not 
send the data to the server [16]. 

From several existing problems and solutions, this research will focus on discussing data acquisition from the 
oxygen saturation sensor by utilizing the Bluetooth Low Energy (BLE) protocol, which considers the failure of sending 
data sent to the server. The sensors used are sensors from IoT devices, and the gateway used in this study is an 
android device. An android device is a smartphone with a Linux-based operating system that has dominated more than 
75% of the total market share, and there are competitors from iOS, Windows Mobile OS, and Blackberry [17]. The 
android device is connected to the BLE of the IoT device for data acquisition so that system can send the sensor data 
to the cloud or server. 

 
2. Research Method 

The research method of this study begins with conducting a literature study to obtain all the information needed 
to conduct research. Then analyze the system requirements required to build a system that can solve the problems in 
research. The next step is to design a system based on system requirements. After that, carry out the implementation 
regarding the system design. After the system has been implemented, it is continued with system testing to test the 
results of the implemented system and obtain conclusions and suggestions from the research. 

The system used to solve research problems is a system that can acquire data from the oxygen saturation sensor 
using the BLE protocol. An oxygen saturation sensor or pulse oximeter is a sensor that can be used to get data on 
oxygen saturation (SPO2) and user pulse (BPM) [3]. Then oxygen saturation is the level of blood oxygen concentration 
in the blood [18]. Then the system to be built will be implemented on android devices.   

The system to be implemented will acquire data from IoT devices, and then the system will send the received 
data to the server, sending it to the server using an API. The system is equipped with Bluetooth auto-connect to the 
device last installed in the system, a store, and forward mechanism when there is no internet connection, and data 
redundancy checking so that data redundancy does not occur on the server. For the system topology of this system, 
referred to Figure 1.   

 

 
Figure 1. System Topology 
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The explanation of Figure 1 regarding the topology of this system is as follows, the topology of this system starts 
from connecting Android with Pulse Oximeter via the BLE protocol. Android will acquire the data, and Pulse Oximeter 
will send the data to Android. The data will be sent to the cloud by Android using a WiFi/Cellular network.   
 
2.1 Hardware Design 

The hardware used for the research is an IoT device that can provide oxygen saturation data and is equipped 
with Bluetooth. The device is a Pulse Oximeter. In this study, the IoT device used is the JPD500G Pulse Oximeter 
Jumper. The device can be seen in Figure 2. 

 

 
Figure 2. Jumper JPD500G Pulse Oximeter 

 

In Figure 2, we can see the IoT devices used in this study. The IoT device will provide the oxygen saturation 
data needed by the system by connecting the IoT device with Android.  

 
2.2 Sensor Data Acquisition Method 

Sensor data acquisition is implemented using the Bluetooth Low Energy (BLE) protocol. Bluetooth Low Energy 
(BLE) is a low-power communication protocol that has an essential role in IoT. BLE is required to meet QoS (Quality of 
Service) in its use, which is usually related to latency performance [19]. Because BLE has low power in its application, 
this BLE is suitable for use on IoT devices [20]. We can reference the communication architecture of the sensor data 
acquisition in Figure 3. 

 

 
Figure 3. Sensor Data Acquisition Communication Architecture 

 
Based on Figure 3, the data acquisition communication architecture involves Android and Pulse Oximeter 

connected with Bluetooth Low Energy. The system will implement this sensor data acquisition at the gateway, namely 
the android device using the Android Studio tools. Android studio is a tool used to create android-based applications. 
In its implementation, Android Studio uses the Java and Kotlin programming languages [21]. However, in this study, the 
programming language used in Kotlin has the advantage of writing less or shorter code than Java and has several 
modules to make it easier to implement [22]. 

A function or module is needed to operate GATT which is used to obtain sensor data using the BLE protocol. 
GATT is the format of the service and the characteristics and procedures of the interface of several attributes such as 
read, write, discovery, notification, and indication [23]. In GATT, there is a service that contains a collection of attributes 
or characteristics [23]. Because the data has notification characteristics, to perform data acquisition, it is necessary to 
enable notification to IoT devices to receive data from IoT devices and disable notifications to stop receiving data from 
IoT devices. We can reference the data structure in Table 1. 

Table 1. Data Structure of Data Acquisition 

No Data Data Type Description 

1. 
Pulse 

(SPO2) 
Double Oxygen saturation data 

2. Bpm Double Pulse data 
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2.3 Sending Data to Server 
Sending data to the server is implemented using a prepared API. API or Application Programming Interface is an 

interface used to connect applications between platforms. API is not a database, but an API is a code that manages 
access points to the server so that it is possible to access the database through the API [24]. The API address refers 
to the pmeter.my.id website used as a server for data storage. To use the API in the android studio, we can use the 
AndroidNetworking module. AndroidNetworking is equipped with several conditions when the API is run, such as when 
the API is successful and when it fails to run. If the API is executed successfully, the API will continue on the success 
function by returning a response from the server. Meanwhile, if the API fails to run, then the API will continue to the 
error function by returning an error message. To see the communication architecture of data transmission, see Figure 
4. 

 

 
Figure 4. Data Delivery Communication Architecture to Server 

 
Based on Figure 4, the flow of data transmission starts from the system requesting the API, and then the API will 

forward the request to the cloud/server. The database will respond to the system which is passed through the API. Then 
the API will provide a response to the system in the form of data delivery status. The data sent can be referred to in 
Table 2. 

Table 2. Data Structure of Data Delivery 

No Data Data Type Description 

1. Officer Varchar (100) 
Data on the name of the officer who acquired 

the data 

2. Name Varchar (100) 
The name of the patient whose data was 

acquired 
3. Pulse Double Oxygen saturation data 
4. Bpm Double Pulse data 
5. Datetime Datetime Data retrieval time 

 

2.4 Store and Forward Mechanism 
Store and forward is implemented by designing a system that can store and forward when under certain 

conditions. If a problem occurs during data transmission, such as the smartphone does not have an internet network 
which causes the data to fail to be sent to the server, it will be stored or saved to local storage. When the internet 
connection is available again, the data will be forwarded or forwarded to the server. The limitation of this store and 
forward mechanism is that it is only limited when there is an error on the internet network caused by unavailable data 
packets or unavailable WiFi with a normal internet connection. The communication architecture of store and forward 
can be referred to in Figure 5. 

 

 
 Figure 5. Store and Forward Communication Architecture  
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Based on Figure 5, the data is sent to the database server with the system checking the internet connection first. 
If the internet connection is unavailable or lost, the system will store the data in the local database. Then if the internet 
connection is available again, the data will be sent to the database server. 

For the implementation of local data storage in the android studio, we can use SQLite. SQLite is a local datastore 
on the android studio that uses a local application database [25]. SQLite is like a database in general that can use 
select, insert, update and delete operations. The system will implement the forward mechanism by utilizing the android 
studio broadcast receiver, which is used to determine the condition of the internet connection. If the internet connection 
changes again to become available, then the system will send the data in the local database to the database server. 

 
2.5 Data Redundancy Mechanism  

Data redundancy is implemented with the system checking the data before the data is sent to the server. 
Checking is done by utilizing database operations to speed up data search results. The database operations used are 
SELECT and WHERE, because by using these operations, data will be obtained that has the same WHERE conditions 
as the parameters of the data to be stored on the server. Activity diagram for Data Redundancy can be reffered to in 
Figure 6. 

 

 
Figure 6. Data Redundancy Activity Diagram 

 

Based on Figure 6, checking data redundancy starts from checking data redundancy with database operations. 
Database operations used are SELECT operations with additional WHERE to search data. The redundancy checking 
mechanism in this study will check all data values that will be stored on the server, so to check it can use SELECT and 
WHERE because it will issue results according to WHERE conditions, namely all parameters of the data to be stored 
in the database as shown in Table 2. When the same data is found during the search, the data will not be stored on the 
server. However, when the same data is not found, the data will be stored on the server. After checking data redundancy 
with the condition of data from local storage, the system will delete the data from local storage. 
 
3. Results and Discussion 
3.1 Data Acquisition Results 

The data acquisition system using the BLE protocol has been successfully implemented on Android devices. To 
be able to find out the results of the data acquisition, a system test will be carried out aimed at checking the success of 
the data and the suitability of the data from the data acquisition results with the existing data on the IoT device. The test 
results can be referred to in Figure 7. 

 
Figure 7. Test Results Display Sensor Data 
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In Figure 7, it can be referred that the data displayed in the application has the same data as the data on the 
Bluetooth Jumper device, namely the SPO2 data has a value of 99 and BPM has a value of 98. The acquired data has 
a one-second delay for each data. With the similarity of the data, the test to display data from the Bluetooth device to 
the system or application was successfully carried out. 
 
3.2 Performance Testing of Data Acquisition System Based on Distance 

Testing the performance of the data acquisition system based on the distance of the gateway with the IoT device 
aims to determine the maximum distance between the IoT device and the gateway that can be connected. This test is 
carried out in an environment where there are connection obstacles such as a house wall. Testing is done by connecting 
the IoT device with the gateway first. Then perform a distance test starting from a distance of one meter until the IoT 
device is disconnected from the gateway. The test results can be referred to in Table 3. 

Table 3. Results of Data Acquisition System Based on Distance 

No. 
Distance 
(meter) 

Measurement 
RSSI 

(-dBM) 

IoT Connected 
Status with 
Gateway 

Data Acquisition 

1. 1 63 Connected Done successfully 
2. 2 67 Connected Done successfully 
3. 3 74 Connected Done successfully 
4. 4 78 Connected Done successfully 
5. 5 88 Connected Done successfully 
6. 6 91 Connected Done successfully 
7. 7 94 Connected Done successfully 
8. 8 95 Connected Done successfully 
9. 9 97 Connected Done successfully 

10. 10 99 Connected Done successfully 
11. 11 - Connection Lost Failed 

 
Based on Table 3, the results of testing the performance of the data acquisition system based on the yield 

distance at a distance of 1 meter – 10 meters, the system succeeded in acquiring data from the IoT device, but at a 
distance of 11 meters, the system failed to acquire the data because the IoT device and gateway were disconnected. 
So, from the results of this test, the maximum distance for the system to acquire data is 10 meters. These results are 
also influenced by the condition of the test environment, which has a network connection barrier, namely the presence 
of a house wall. 
 
3.3 Store and Forward Mechanism Performance Testing 

Testing the performance of the store and the forward mechanism is carried out to test the size of the data stored 
on the Android device while storing data. Then testing also tests the level of success of the forwarded data. The test 
starts by disconnecting the internet, then sending data to the system application. Then it records the size of the data in 
the local storage database for each time. The experiment was carried out ten times with new data for each trial but 
having the same data bit length. If data transmission is carried out with no internet available, the system will store data. 
The test was carried out every time using new data. The test results can be referred to in Table 4.  

Table 4. Results of Store and Forward Performance Test 

No. 
Time 

(minutes) 
Data size 

(kb) 
Data Delivery 

Success 

1. 1 16 100% 
2. 2 20 100% 
3. 3 24 100% 
4. 4 28 100% 
5. 5 32 100% 
6. 6 36 100% 
7. 7 40 100% 
8. 8 44 100% 
9. 9 48 100% 

10. 10 52 100% 

 
Based on Table 4, The table shows the results of store and forward testing at each time. The time column shows 

the length of time when recording data. From these results, there is a change in the data size, which is 4kb for one 
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minute. So, it can be concluded, during one minute of data acquisition with the internet condition being disconnected 
and producing 60 data per minute. Each data can be calculated by dividing the 4kb value by 60 which is 66.67 bytes 
for each data. 

 
3.4 Delayed Data Screening Test Sent to Server 

Delayed data is data in local storage obtained from failed data transmission to server or, in other words, data 
from store process result. The tests carried out are to determine the similarity of data in local storage, with data sent 
from local storage data, used to check whether all the data was successfully sent to the server and check data 
redundancy. If there is data redundancy, the data in local storage with data sent from local storage will have differences. 
The test begins by disconnecting the internet connection to make the internet connection on the android device 
unavailable, then sending data. If data transmission is done without internet available, the system will perform storage. 
The test was carried out for 10 minutes by recording the results every minute. The results of the test can be referred to 
in Table 5. 

Table 5. Results of Delayed Data Screening Test  

No. 
Time 

(minutes) 

The similarity of 
Data Store and 

Forward 

Data 
Redundancy 

1. 1 100% 0% 
2. 2 100% 0% 
3. 3 100% 0% 
4. 4 100% 0% 
5. 5 100% 0% 
6. 6 100% 0% 
7. 7 100% 0% 
8. 8 100% 0% 
9. 9 100% 0% 

10. 10 100% 0% 

 
Based on Table 5, the delayed data filtering test results can be known at any time, there is no data redundancy, 

or the data redundancy level is 0%. Then the pending data with the data that has been successfully sent from the 
pending data is 100%, which means that all data is successfully sent in each test. 
 
4. Conclusion 
 Based on the research that has been done, the implementation of data acquisition using Bluetooth Low Energy 
has been successfully implemented. So, the following conclusions are obtained based on the performance test of the 
data acquisition system, with the measurement parameter being the distance of the gateway with the IoT device. We 
can see that the maximum distance of the IoT device with the gateway can be connected at a distance of 10 meters. 
For a distance of more than 10 meters, the IoT device with the gateway will be disconnected. Then based on the 
performance testing of the store and forward mechanism, it can be seen that every minute of the experiment, there is 
an increase in the size of the data by 4kb. The process of data acquisition and data transmission is carried out every 
second, which means that it will produce 60 data for one minute. So, for each data, it can be concluded that the size is 
66.67 bytes. Based on the pending data filtering test, it can be seen that previously pending data was due to internet 
connection disruptions, which temporarily stored the data in local storage. When the data was sent back to the server 
when the internet connection returned to normal, the data did not experience redundancy. Data has 100% similarity 
between pending data and successfully transmitted data.  
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